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• innovative intrinsically scalable platform

• integrated and comprehensive solution aimed to safeguard the 

rights of data subjects

• exploiting the cutting-edge technologies of Smart Contracts and 

Blockchain

• support organisations in data management and processing

• ensuring GDPR compliance

POSEID-ON PROJECT
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BOUNDARIES



• Targeting the most common application platform in the world

• Reaching the largest group of users

• Open standards

Initially, the largest subset of browsers is supported.

WEB-BASED
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• Different languages

• Different devices

• Different levels of technology-literacy

• Different disabilities

ACCESSIBLE AND 
RESPONSIVE
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• Fast responses for a smooth user experience

• Scale and performance is often linked

• Scalable from a small number of users to millions

PERFORMANT AND SCALABLE
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• Handling vast amounts of highly sensitive data

• Security in-depth, KISS approach

• Leading web security standards and best practices

SECURE
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• Easy to deploy

• Easy to support

• Easy to build upon

• Clean code

• Modular

• Documentation. Documentation everywhere.

MAINTAINABLE
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TACKLING 
CHALLENGES



THE USER 
COMES 
FIRST



WHO IS THE USER?
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Every European citizen, right?

WHO IS THE USER?
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WHO IS THE USER?

14



• Pierre is not real

• Pierre has a complete backstory

• 59-year-old Electrician from Paris, France

• Enjoys the occasional barbecue with his neighbours

INTRODUCING: PIERRE
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TOP-DOWN APPROACH
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• Collect user feedback at an extremely early stage

– Feedback loop is very short

• Uncovering previously unknown requirements

• Shapes the expectations early on

– Avoids surprises later on

TOP-DOWN APPROACH
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CURRENT STATE



ARCHITECTURE
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Integration

Front-end

Back-end

PROGRESS

60%

20%

20%















CONCLUSION

The user comes first

Web browser

Inclusiveness

Leading security standards

Privacy-oriented design and development

Maintainability and scalability
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